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Abstract: 

To be better prepared to respond to criminal activity, it is important to understand patterns in crime. In our 

project, we analyze crime data from the city. 

At the outset, the task is to predict which category of crime is most likely to occur given a time and place in city. 

The use of AI and machine learning to detect crime via sound or cameras currently exists, is proven to work, 

and expected to continue to expand. 

The use of AI/ML in predicting crimes or an individual’s likelihood for committing a crime has promise but is 

still more of an unknown. The biggest challenge will probably be “proving” to politicians that it works. When a 

system is designed to stop something from happening, it is difficult to prove the negative. Companies that are 

directly involved in providing governments with AI tools to monitor areas or predict crime will likely benefit 

from a positive feedback loop. Improvements in crime prevention technology will likely spur increased total 

spending on this technology. We also attempt to make our classification task more meaningful by merging 

multiple classes into larger classes. Finally, we report and reflect on our results with different classifiers, and 

dwell on avenues for future work. 

 

Introduction 

Crime is a significant aspect of public safety and protection, and gaining a comprehensive understanding of 

crime has several advantages. It enables law enforcement authorities to implement focused and tactful strategies 

to reduce crime. Additionally, it encourages both citizens and authorities to collaborate more effectively in order 

to establish safe and thriving neighborhood environments.   

The emergence of the Big Data age and the accessibility of rapid and effective algorithms for data analysis have 

led to a thriving and expanding area of study focused on comprehending crime trends via data.  

The parameters for our algorithms consist of time (hour, day, month, and year), location (latitude and longitude), 

and crime category.  

 

 Act 379 - Robbery 

 Act 13 - Gambling 

 Act 279 - Accident 

 Act 323 - Violence 

 Act 302 - Murder 

 Act 363 - Kidnapping 
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The output is the class of crime that is likely to have occurred. We try out multiple classification algorithms, 

such as KNN (K-Nearest Neighbors), Decision Trees, and Random Forests. 

We also perform multiple classification tasks – we first try to predict which of 6 classes of crimes are 

likely to have occurred, and later try to differentiate between violent and non-violent crimes. 

 

Methodology 

Machine learning 

Machine learning is the process of automatically identifying significant patterns in data. Over the last several 

decades, it has become a widely used technique in practically every work that involves extracting information 

from massive data sets.We are encompassed by a technology that utilizes machine learning: search engines 

acquire the ability to provide us with optimal results (while displaying profitable advertisements), anti-spam 

software acquires the ability to sift through our email messages, and credit card transactions are safeguarded by 

software that acquires the ability to identify fraudulent activities. Digital cameras are becoming capable of facial 

recognition, while intelligent personal assistant programs on smartphones are developing the ability to 

understand and respond to spoken requests. Automobiles are outfitted with collision avoidance systems that are 

constructed using machine learning techniques.   

Machine learning is extensively used in scientific domains such as bioinformatics, medicine, and astronomy. A 

distinguishing characteristic of all these applications is that, unlike conventional computer uses, a human 

programmer is unable to offer a clear and explicit specification for how these activities should be completed 

owing to the intricate nature of the patterns that need to be identified. Like intelligent creatures, we acquire or 

improve many of our talents via experiential learning rather than relying only on explicit instructions. Machine 

learning tools focus on equipping programs with the capacity to acquire knowledge and adjust accordingly.  

 

 

Fig 1-Machine learning process 

 

The inputs to our algorithms are time (hour, day, month, year), place (latitude and longitude), class of crime 
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 Act 379-Robbery 

 Act 13-Gambling 

 Act 279-Accident 

 Act 323-Violence 

 Act 302-Murder 

 Act 363-Kidnapping 

The output is the class of crime that is likely to have occurred. We try out multiple classification algorithms, 

such as KNN (K-Nearest Neighbors), Decision Trees, and Random Forests. 

After the preprocessing described in the previous sections, we had three different classifications problems to 

solve, which we proceeded to attack with an assortment of classification algorithms. The following are the 

algorithms which we are using: 

 KNN( K- Nearest neighbors) 

 Decision Tree 

 Random Forests 

 

Analysis and Design 

Activity diagram 

The activity diagram is a graphical representation for representing the flow of interaction within specific 

scenatios. It is similar to a flowchart in which various activities that can be performed in the system are 

represented. 

 

 

Fig 2-Activity diagram 

 

System architecture 
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The system architectural design is the design process for identifying the subsystems making up the system and 

framework for subsystem control and communication. The goal of the architectural design is to establish the 

overall structure of software system. 

 

Fig 3-System architecture 

 

Implementation 

 

The implementation of the project is done with the help of python language. To be particular, for the purpose of 

machine learning Anaconda is being used. 

Anaconda is one of several Python distributions. Anaconda is a new distribution of the Python. It was formerly 

known as Continuum Analytics. Anaconda has more than 100 new packages. Anaconda is used for scientific 

computing, data science, statistical analysis, and machine learning. 

On Python technology, we found out Anaconda to be easier. Since it helps with the following problems: 

 

 Installing Python on multiple platforms. 

 Separating out different environments. 

 Dealing with not having correct privileges. 

 Getting up and running with specific packages and libraries. 

 

KNN (K-Nearest neighbors) 

 

A powerful classification algorithm used in pattern recognition K nearest neighbors stores all available cases 

and classifies new cases based on a similarity measure (e.g. distance function).One of the top data mining 

algorithms used today. A non-parametric lazy learning algorithm (An Instance based Learning method). 
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KNN: Classification Approach 

 

 An object (a new instance) is classified by a majority votes for its neighbor classes. 

 The object is assigned to the most common class amongst its K nearest neighbors.(measured by distance 

function) 

 

Fig 4 Principle diagram of KNN 

 

 

Fig 4.1 Shows graphical representation of KNN 

 

As the name says all about it, it is a tree which helps us by assisting us in decision-making. Used for both 

classification and regression, it is a very basic and important predictive learning algorithm. 

 

 It is different from others because it works intuitively i.e., taking decisions one-by-one. 

 Non-parametric: Fast and efficient. 

It consists of nodes which have parent-child relationships: 
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Fig 4.2 Decision tree 

 

 

 

Fig 4.3 Decision Tree 

 

Testing 
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Test Case 

ID 

Test Name Test Description Steps Executed result Actual result Test case 

statement 

01 Check for 

correct entered 

numeric values 

and date and 

time. 

The entered 

values are in 

correct format. 

1. Enter 

details in fields. 

2. Click 

submit. 

If format is 

correct details

 are 

sent to 

kernel 

successfully. 

As expected. Pass 

02 Check for 

correct entered 

time. 

The entered 

values are in 

correct format. 

1. Enter 

details in fields. 

2. Click 

submit. 

If format is 

correct details

 are 

sent to 

kernel 

successfully 

As expected. Pass 

03 Check for 

correct entered 

location 

The entered 

values are 

correct. 

1. Enter 

details in fields. 

2. Click 

submit. 

If format is 

correct details

 are 

sent to 

kernel 

successfully 

As expected Pass 

04 Predicted 

Result 

Output is displayed If kernel 

predicts 

successfully 

output  is 

then showed to 

the screen 

As expected Pass 

05 Analysis 

Button 

Data 

visualization is 

displayed. 

1.Click 

Analysis 

Shows the 

overall analysis 

 on 

screen 3 

As expected Pass 

 

Conclusion and future scope 

The initial problem of classifying 6 different crime categories was a challenging multi-class classification 

problem, and there was not enough predictability in our initial data-set  to obtain very high accuracy on it. We 

found that a more meaningful approach was to collapse the crime categories into fewer, larger groups, in order 
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to find structure in the data. We got high accuracy and precision on Prediction. However, the Violent/Non-

violent crime classification did not yield remarkable results with the same classifiers – this was a significantly 

harder classification problem. Thus, collapsing crime categories is not an obvious task and requires careful 

choice and consideration. 

Possible avenues through which to extend this work include time-series modeling of  the  data to understand 

temporal correlations in it, which can then be used to predict surges in different categories of crime. It would 

also be interesting to explore relationships between surges in different categories of crimes – for example, it 

could be the case that two or more classes of crimes surge and sink together, which would be an interesting 

relationship to uncover. Other areas to work on include implementing a more accurate  multi-class classifier, 

and exploring better ways to visualize our results. 

 

Future Scope 

The goal of any society shouldn’t be to just catch criminals but to prevent crimes from happening in the first 

place 

 

Predicting Future Crime Spots: By using historical data and observing where recent crimes took place we can 

predict where future crimes will likely happen.  For example   a rash of burglaries in one area could correlate 

with more burglaries in surrounding  areas in the near future. System highlights possible hotspots on a map the 

police should consider patrolling more heavily 

 

 

Fig 5 Predicting Surges 
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